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What's in it for Government?

Trusted digital access to secure, efficient, and accurate data - for producers,
consumers, businesses, and agencies

a. Solves for cross-agency data “ownership,” enables easy auditability,
allows for baked in governance and automated workflows*.
Encryption, redundancy, & hashing provide tamperproof security
Standard API endpoints for existing, traditional, and mobile web apps
Smart contracts, transaction bundling for governance and automation
Run alongside existing apps to add value through security and trust
Wherever fraud occurs, blockchain can help
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Use Cases - Agriculture

Food safety, contamination, recall and tracing

e Blockchain can provide an efficient and reliable solution to the urgent need
for product traceability and supply chain transparency. By recording
information about products at every stage of the agricultural supply chain, a
blockchain helps to remove redundant processes, ensure quality control, and
monitor storage conditions. Agricultural companies already monitor crops
with smart |oT devices, and the application of distributed ledger technology
will reinforce sensing technology by recording and verifying all data.



Shared Ledger

Supply chain stage Digital procedures DLT process

The supplier sells agricultural and livestock
products to farmers, and this sale is (R [

registered in the DLT. )
Barcode marking Initial data

The farmer/producer collects data on the

product’s growth (feed, pesticides, U e

moisture, temperature, soil and stock P [

conditions, farm location, etc.). This data is Collection of data Initial data + data

recorded and verified by the DLT. during product growth  on product growth

The processor places a QR code on the 2L B [

packaging of the final product after - |

inspection. This code includes all ‘

previous data along with compliance Certification and Initial data + data

certificates. measurement of on growth +
conditions certifications




Shared Ledger

The distributor stores and transports
products to retailers, restaurants, importers,
and other branches, uploading data on
shipment time, ETA, storage conditions,
vehicle routes, and safety measures.

Authorities add additional digital
certificates for international trade,
updating the holding time for certification,
results of transitional inspection, and
permission to enter the market.

Track time, data, and
conditions during
transportation

Add certificates for
export/import
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transportation
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compliance data




Shared Ledger

The retailer uses machine learning to predict
stock, order the product and automatically
apply promotions, get delivery details,

upload inventory data, and provide an
application for consumers.

The consumer scans the QR code on the
packaging to get complete information via
a user-friendly interface on the product,
including when, where, how, and by whom
it was produced, grown, processed,
transported, and sold.

Place QR code on indi
vidual packages, create
promo materials, enter
financial data, offer
consumer application

Scan QR
code with
smartphone
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All previous data +
financial data
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All data throughout
the supply chain up
to formation of final
price




Water Rights and Trading

Places: Australia, New Zealand, South Africa, PRC, USA - California
loT monitoring data and Smart Contracts used to de-risk and verify transactions

Stepped research approach:
e Map existing tx model and regs to DLT-based software model
Determine Data ownership/access rules
Economic and incentive model for consensus and consortium participation
Define MVP, scope including data infrastructure & Off-grid applications
C/B Analysis



Digital Credentials

Identity Trust Anchor for individuals and organizations

Higher Education - degrees and transcripts
Professional Certifications and Licensing
Facility licensing

Recognition, Awards, Badging




Blockchain Blockers

New technology with developing standards and applications
e Emerging development languages and models - scarce resources
e Choosing the right chainstack that’s fit for purpose
e Right-sizing the network for transactional load
e Cost/benefit of encryption and proof system

Misunderstanding and misuse
e Blockchain is not a database replacement CRUD vs. CR
e Consortium building; permissions; access & ownership of data
e Permissioning models




Datastore that needs multi-party access?

Tamperproof log would be useful for the
project data?

Multiple data contributors (groups or
individuals)

Difficulty deciding who is in control of the
datastore?

Shared data requires visibility to history,
high availability, and redundancy

Do Not Use
DLT or
Blockchain

Auditing




Discussion & Resoumeé .k

Resources an references fo?t[}eye@’nd understandlng of DLT and Blockchain
in Agriculture i
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https://www.intellias.com/how-to-apply-the-blockchain-to-agricultural-supply-chains-while-avoiding-embarrassing-mistakes/
https://www.gbaglobal.org/
https://www.ibm.com/blockchain/solutions/food-trust
https://www2.deloitte.com/au/en/pages/consumer-business/articles/blockchain-revolutionising-agriculture-industry.html
https://www.usda.gov/oce/forum/2019/speeches/Jennifer_Tucker.pdf

